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Abstract. We answer a recent challenge by Benaloh, Lauter, Horvitz, and Chase [1] concerning
patient privacy in electronic medical records. Our approach offers strong privacy and confidential-
ity, and enables autonomous delegation of priviliges in a distributed setting. We instantiate our
constructions using the recent results of Gentry [4] via a framework already known in the early
sixties [3].
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